


OpenDesk on SCS:
A digitally sovereign workplace for 
public administration
Alexander Smolianitski (ZenDiS)
Kurt Garloff (SCS @ OSB Alliance)

July 11, 2024 - New York City, NY, USA 



openDesk
Alex Smolianitski
Alexander.Smolianitski@zendis.de



OpenDesk: A sovereign digital workplace (public sector)

openDesk integrates 
proven open source 
applications, jointly 
delivering support for 
daily tasks at the 
workplace: 
Text processing, 
spreadsheets and 
presentations
EMail and Calendar
Project Management
Knowledge Management
Video and Phone 
Conferences
Messaging / Chat



OpenDesk: Advantages at a glance
Leveraging Open
Source 

Open Standards
and Interfaces

Modularity,
Replacability,
Interoperability

Operator
independence

IT-Security

Component
Integration

Support mobile
devices

Barrier free
(A11y)

Consistent
Look & Feel

Single Sign-on

Web UI

Customizable
 Design

Interoperabilität mit Fachverfahren und Anwendungen

Productivity Collaboration Communication

openDesk

E-Mail & 
Kalender

Messaging

Video &
Phone
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Text
processing

Presentations

File sharing

Spread
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OpenDesk: Flexible deployment

openDesk
Enterprise

• SLA & Support

• Enterprise Features

openDesk
Community Edition

• Available on Open 
CoDE 

• Own installation

openDesk
Secure

• Classified 
Workplace

• SLA & Support

• Enterprise Features

openDesk
Confidential Cloud

• Security Layer in a 
Public Cloud

• SLA & Support

• Enterprise Features

2025
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Self-operated or SaaSSelf-operated Hyperscaler



OpenDesk: What’s next in 2024?

Pilot operations

Since April, first 
administrations have 
access to pilot 
environment 

Engineering

Address user 
feedback, add 
features & improv UI

Product Launch (v1)

In Q4/24 first 
production 
environments will be 
provided with the 
enterprise version
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Open and federated infrastructure for industry, science, and administration

Sovereign Cloud Stack Mission



Sovereign Cloud Stack Deliverables

2Modular Open Source
Reference Implementation

1
Certifiable Standards

3Accessible operational 
knowledge



1: Compliance with regulation  (GDPR)

2: Choice between many operators, in-
sourcing option (on-premise)

3: Technological Transparency and 
ability to contribute and shape

4: Operational Transparency and 
accessible Knowledge (Skill building)

Levels of digital sovereignty SCS Certification Level

1: (Not SCS-specific): ENISA/Gaia-X labels & 
legal rules

2: “SCS-compatible” – technical compatibility 
(conformity tests from CNCF, OIF, SCS)

3: “SCS-open” – SBOM for functional stack 
available and fully OSS (4 Opens)

4: “SCS-sovereign” – Ops/IAM stacks are OSS; 
transparency on monitoring and incidents, 
contribution to Open Operations (5 Opens)

-

Digital Sovereignty and SCS certification



Standards



SCS = an open, federated, virtual Hyperscaler



Standard conformity and transparency

Daily 
updated 
standard 

conformity 
result
(here:

IaaS SCS-
compatible)

OpenStack
Health

Monitor
dashboard:

Public 
realtime 

monitoring
of errors and 
performance
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+TLRZ

+sys
eleven

+LinuxHotel

Existing CSP Future CSP SCS compat Impl. Partner

Adoption by SCS partners



S7n Cloud 
Services

Services:

Standards
Knowledge
Software

Maintenance
Support

Marketing
LobbyingTechnology 

Partners

Upstream
Communities

Upstream
Communities

Technology 
Partners

Implementation
Partner

CSP
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SCS project

€

€

Technology 
Partners

Upstream
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Upstream
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Implementation
Partner

CSP
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€

S7n Cloud 
Services

€

€

2024 2025

Forum
SCS

€

 From public funding to private funding



OpenDesk on Sovereign Cloud Stack

Standardized, secure,
digitally sovereign 
infrastructure

Flexible, secure,
digitally sovereign office 
collaboration solution
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